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Session I nvitation Protocol

Abstract

Many styles of multimedia conferencing are likely to co-exist on the Internet, and many of them share the
need to invite usersto participate. The Session Invitation Protocol (SIP) isasimple protocol designedto en-
abletheinvitation of usersto participate in such multimediasessions. Itisnot tied to any specific conference
control scheme, providing support for either loosely or tightly controlled sessions. In particular, it aims to
enable user mobility by relaying and redirecting invitationsto a user’s current location.

Thisdocument is aproduct of the Multiparty Multimedia Session Control (MMUSIC) working group of the
Internet Engineering Task Force. Comments are solicited and should be addressed to the working group’s
mailing list at confctrl @isi.edu and/or the authors.

Status of thisMemo

Thisdocument isan Internet-Draft. Internet-Drafts are working documents of the Internet Engineering Task
Force (IETF), its areas, and its working groups. Note that other groups may aso distribute working docu-
ments as I nternet-Drafts.

Internet-Drafts are draft documents valid for a maximum of six months and may be updated, replaced, or
obsoleted by other documents at any time. It isinappropriate to use Internet-Drafts as reference material or
to cite them other than as “work in progress.”

To learn the current status of any Internet-Draft, please check the “ lid-abstracts.txt” listing contained in the
Internet-Drafts Shadow Directories on ftp.is.co.za (Africa), nic.nordu.net (Europe), munnari.oz.au (Pacific
Rim), ds.internic.net (US East Coast), or ftp.isi.edu (US West Coast).

Distribution of this document is unlimited.
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1 Introduction

There are two basic waysto locate and to participate in a multimedia session:

e Thesessionis advertised, users see the advertisement, then join the session address to participate.
e Usersareinvitedto participatein a session, which may or may not already be advertised.
The Session DescriptionProtocol (SDP) together withthe Session Directory Announcement Protocol (SDAP),

provide a mechanism for the former [1] [2]. Thisdocument presents a strawman protocol, the Session Invi-
tation Protocol (SIP), to perform the latter. SIP also relies on SDP to specify what is meant by a session.
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Figure 1: Internet multimedia conferencing lifecycles

We makethe design decisionthat how auser discoversthat a session existsisorthogonal to asession’sconfer-
ence control model. Figure 1 showsapotentia place for SIP inthelifecycle of both lightweight sessionsand
in more tightly-coupled conferencing. Note that the Session Invitation Protocol and the Session Directory
Announcement Protocol may be invoked or re-invoked at later stagesin a session’slifecycle.

We also make the design decision that inviting a user to participate in a session is independent of quality
of service (QoS) guarantees for that session. Such QoS guarantees (if they are required) may be dependent
on the full membership of the session, and this may or may not be known to the agent performing session
invitation.
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2 Addressing

SIP isaprotocol that exchanges messages between peer user agents or proxies for user agents. We assume
the user agent is an application that acts on behalf of the user it represents (thusit is sometimes described as
aclient of the user) and that is co-resident with that user. A proxy for a user agent serves as a forwarding
mechanism or bridge to the actual location of the user agent. We aso refer to such proxies as conference
address servers.

Inthe computer realm, the equival ent of apersonal tel ephonenumber combinestheuser’sloginid (mhandl ey)
with a machine host name (chopi n. cs. ucl . ac. uk) or address(128. 16. 64. 78). A user’'slocation-
specific address can be obtained out-of-band, can be learned via existing media agents, such as vat (e.g.,
Mbone Audio channel), can be included in some mailers’ message headers, or can be recorded during pre-
viousinvitation interactions.

However, users a so publish several well-known addresses that are relatively |location-independent, such as
email or web home-page addresses. Rather than require that users provide their specific network locales,
we can take advantage of email and web addresses as being (relatively) memorable, and also leverage off
the Domain Name Service (DNS) to provide a first stage location mechanism. Note that an email address
(M Handl ey@s. ucl . ac. uk isusualy different from the combination of a specific machine name and
login name (mhandl ey@hopi n. cs. ucl . ac. uk). SIP should alow both forms of addressing to be
used, with the former requiring a conference address server to locate the user.

One perceived problem of email addressing isthat it ispossibleto guess peoples addresses and thusthe sys-
tem of unlisted (inthe telephonedirectory) numbersismore of aproblem. However, thisreally only provides
security through obscurity, and real security is better provided through authentication and call screening.

3 Call Setup

Call setup is a multi-phase procedure. In the first phase, the requesting client tries to ascertain the address
where it should contact the remote user agent or user agent proxy. Thelocal client checksif the user address
islocation-specific. If so, thenthat isthe address used for the remote user agent. If not, the requesting client
looks up the domain part of the user addressin the DNS. This provides one or more records giving | P ad-
dresses. If anew service (SRV) resource record [5] isreturned giving a conference address server, then that
isthe addressto contact next. If no relevant resource record isreturned, but an A record isreturned, then that
isthe address to contact next. If neither a resource record or an A record is returned, but an MX record is
returned, then the mail host is the address to contact next.

Presuming the user address of the invitee is found, the second and subsequent phases basically implement
a request-response protocol. A session description (using SDP format) is sent to the contact address with
an invitation for the user to join the session. Thisrequest isa single UDP datagram (the format of whichis
described later), and is sent to a well-known port.

If auser agent or conference server islisteningontherelevant port, it can send one of thefollowing responses:
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Category 1: Request Successful

SUCCESS - the request was successful in contacting the user, and the user has agreed to participate.

Category 2: Request Unsuccessful

UNSUCCESSFUL - the user agent or proxy server knowstheuser’ saddress, but the request was unsuccessful
in contacting the user, for instance if the particular client is not running at that address.

BUSY - the user’'s machine was successfully contacted but the user is busy, or the user does not wish to
participate.

DECLI NE - the user’s machine was successfully contacted but the user explicitly does not wish to partici-
pate.

UNKNOWN - the user is not known.
FAI LED - the call was unsuccessful due to an unspecified reason.

FORBI DDEN - the call was rejected due to an authorisation failure.

Category 3: ProgressReports

RI NG NG - the user agent or conference server is ringing the user.

TRYI NG - some further action is being taken (e.g., the request is being forwarded) but the user has not yet
been located.

Category 4: Further Action Required

REDI RECT - the requesting client should retry on the new address(es) given.

ALTERNATI VE - the call was not successful, but alternative services are possible. The aternative services
are described in the body of the reply.

NEGOTI ATE - the user’s agent was contacted successfully but some aspects of the session profile (the re-
guested media, bandwidth, or addressing style) were not acceptable.

The initiating client should expect to receive one of these replies within a short timeinterval. If it does not,

it should retry periodically. Asauser isusually involved in the feedback loop, aretransmissioninterval and

maximum number of retries is recommended, though we consider these values application-specific. If the
number of timeoutsis exceeded, the invitation request is considered to have FAI LED.

SIP does not mandate that any particular retransmission interval be used, though an initial retransmission

interval of one second with an exponential back-off if noreply isreceived is considered appropriate for most
implementation purposes.
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Responses to the invitation request are not normally acknowledged by the invitation initiator, with the ex-
ception of some SUCCESS replies (see Section 3.2). If aclient receives a SUCCESS reply, then thereis no
need to take any further action.

If auser agent or server does not wish to give hints at whether a user exists or is authorised to talk to the
reguesting user, thenaFAI LED response may be sent instead of UNKNOWN, BUSY, DECLI NE, FORBI DDEN
or UNSUCCESSFUL responses, though for normal usage thisis discouraged.

If the client receivesa Rl NG NG or a TRYI NG reply, it should retry periodically until a concrete reply has
been received indicating SUCCESS, an unsuccessful request, or that further actionisrequired. Otherwise, the
remote user agent or server may time out the connection attempt after a short while. Rl NG NG or TRYl NG
responses received after a SUCCESS response should be ignored.

If the client receives a REDI RECT response, it should retry connecting to the address(es) given. If multiple
addresses are given, it is up to the application whether to retry connecting to some or al of the addresses
simultaneously or sequentialy.

If the client receives an ALTERNATI VE response, then it is up to the client what course of action to take
next depending on the available alternatives. These alternatives may include answering services, alternative
users who may be able to answer the call on the user’s behalf, or other services not yet envisaged.

If the user cannot support the call, itsagent or server can respond with a NEGOT| ATE response. Thisshould
givealternative sessionoptions. Theclient can then decidewhether to send afollow-up request, or to giveup.
The user being called will not usually be contacted until the request contains an acceptable set of encodings.
In other words, the user agent or server will only ever forward viable invitationsto the user.

3.1 LocatingaUser

It is expected that a user is situated at one of several frequented locations. These locations can be dynam-
ically registered with a conference address server for a site (for alocal area network or organization), and
incoming connections can be routed simultaneously to all of these locationsif so desired. It isentirely up
to the conference address server whether the server issues proxy requests for the requesting user, or if the
server instructs the client to redirect the request. In either case, if a request was unicast, then the reply is
unicast back to the requester; if the request was multicast, the reply is multicast to the same group to which
the request was sent.

In all caseswhere arequest isforwarded, each host relaying the message adds its own address to the path of
the message so that thereplies can take the same path back, thusensuring correct operation through compliant
firewalls and loop-free requests. On the reply path, these routing headers are removed as the reply retraces
the path, so that routing internal to sitesis hidden. When a multicast request is made, first the host making
the request, then the multicast address itself are added to the path.

Mark Handley/Eve Schooler [Page 5]



INTERNET-DRAFT Session Invitation Protocol 22 Feb 1996

32 Rdiability

The Session Invitation Protocal is straightforward in operation. Only the initiating client needs to keep any
state regarding the current connection attempt. SIP assumes no additional reliability from |P. Requests or
replies may belost. A SIP client should simply retransmit a SIP request until it receives a reply, or until it
has reached some maximum number of timeoutsand retransmissions. If thereply ismerely aprogressreport,
the initiating client should still continue retransmitting the request, albeit less frequently.

When the remote user agent or server sendsafinal response (not aprogressreport), it cannot be suretheclient
hasreceived the response, and thusshould (if the cost of obtaining the resultsagain issufficiently high) cache
the results until a connection setup timeout has occurred.

This means that a user can be contacted successfully, but that the reply that the user was contacted may not
reach the invitation initiator. If the session still exists but the initiator gives up on including the user, the
contacted user has sufficient information to be able to join the session. However, if the session no longer
exists because the invitation initiator “hung up” before the reply arrived and the session was to be two-way,
the conferencing system should be prepared to deal with this circumstance.

One solutionisfor theinitiator to acknowledge the invitee's SUCCESS reply. Although not required, inthe
case of a successful invitation the invited user’s agent can make a reverse acknowledgment request in its
SUCCESS reply. In this case theinitiator’s agent sends a single request with areply ACK if the request was
still valid or areply NACK if it was not so that a premature hang-up can be detected without a long timeout.
Such areverse ACK request may be retransmitted by the invited user’s agent if it so desired. Reverse ACK
requests can only be made with SUCCESS replies, and only the invitation initiator’s agent may issue the
acknowledgment.

Only a SUCCESS reply warrants such an acknowledgment handshake, because it isthe only situation where
user-relevant state may be instantiated anywhere other than at the initiator’s client. In all other cases, no
stateis maintained. In particular, when a server makes multiple proxy requests, failure replies do not imme-
diately get passed back to the invitation initiator, and so no end-to-end acknowledgment of a failed request
ispossible.

4 TheUser Agent Proxy: Relaying or Redirection

A basic assumption of SIPisthat alocation server at theuser’ shome site either knowswhere the user resides,
knows how to locate the user, or at the very least knows another location server that possibly might have a
better idea. How these servers get thisinformation is outside the scope of SIP itself.

If such a proxy server receives arequest for auser whose location it does not know, and for whom it has no
better idea where the user might be, then the server should return an UNKNOWN reply message.

If the server does have an idea how to contact the user, it can either forward the request itself, or can redirect
the invitationinitiator to another client that is more likely to know. It can also gateway the request into some

Mark Handley/Eve Schooler [Page 6]



INTERNET-DRAFT Session Invitation Protocol 22 Feb 1996

other form if some other invitation protocol isinuseinaregionthat it likely to contact theinvited user, though
in doing so the server islikely to give up being stateless.

Whether to relay therequest or toredirect the request isup tothe server itself. For example, if theserverison
afirewall machine, thenit will probably have to relay the request to serversinsidethefirewall. Additionally,
if alocal multicast group isto be used for user location, then the server islikely to relay the request. How-
ever, if the user is currently away from home, relaying the request makes little sense, and the server ismore
likely (though not compelled) to send aredirect reply. SIP is policy-free on thisissue. In practice however,
local searchesare likely to be better performed by relaying whereas wide-area searches are likely to be better
performed by redirection.

AsSIPisUDP based, clientsand servers can make multiple simultaneousrequeststo locate a particul ar user.
This greatly speeds up any search for the user, and in most cases will only result in one successful response.
Although several simultaneous paths may reach the same host, successful responses arriving from multiple
paths will not confuse the client as they should al contain the same successful host address. However, this
doesimply that pathswith many levels of relaying should be strongly discouraged asif the request isfanned
out at each hop and relayed many times, both request and response implosions could result. Thus servers
that are not the first hop serversin a chain of servers should not make multiple requests, but should send a
redirection response with multiple alternatives. Thus a firewall host can still perform a parallel search but
can control the fanout of the search.

5 Message Formats

All messages are text-based, and each issent in asingle UDP datagram.

5.1 Session Invitations

An example of a sessioninvitationis shown below. It isdivided into 5 sections:

e The path field (PA) indicates the path taken by the request so far. This prevents request looping and
ensuresreplies take the same path as the requests, which assistsin firewall traversal and other unusual
routing situations.

e Theauthenticationfield (AU) provides adigital signature of the remaining fields.
e Therequest identifier (ID) gives aglobally uniqueidentifier for the invitation.

e Therequest header consists of both afrom field (FR), indicating the invitationinitiator, and ato field
(TO), specifying the invited user.

e The session description gives details of the session the user is being invited to join.
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The example below is arequest message en route from initiator to invitee:

SIP/1.0 REQ

PA=128. 16. 64. 19 128.16.5.31 239. 128. 16. 254/ 16
AU=none

| D=128. 16. 64. 19/ 32492374

FR=M Handl ey@s. ucl . ac. uk

TO=J. Cowrof t @s. ucl . ac. uk

v=0

o=van 2353655765 2353687637 IN IP4 128.3.4.5
s=Mbone Audi o

i =Di scussi on of ©Mdone Engi neering |ssues
e=van@e. | bl . gov (Van Jacobsen)

c=IN P4 224.2.0.1/127

t=0 0

mFaudi o 3456 RTP PCWMJ

Thefirst line above states that thisisa SIP version 1.0 request.

The path field (PA=...) givesthe hosts aong the path from invitation initiator (the first element of the list)
towards the invitee. In the example above, the message was last multicast to the administratively scoped
group 239.128.16.254 with a ttl of 16.

The full authentication field format is not yet defined, and the above message contains the entry AU=none,
meaning no authentication isincluded.

The request header above states that the request was initiated by M Handl ey@s. ucl . ac. uk (specif-
icaly it was initiated from 128.16.64.19, as can be seen from the path field) and the user being invited is
J.CGowroft@s. ucl . ac. uk.

The session description is a Session Description Protocol (SDP) description as defined in the companion
draft[1]. If required, the session description can be encrypted using public key cryptography, and then can
also carry private sessionkeysfor thesession. If thisisthe case, four random bytesare added to the beginning
of the session description before encryption and are removed after decryption but before parsing.

5.2 Normal Replies

Anexamplereply isgivenbelow. Thefirstlineof thereply statesthe SIP version number, thatit’sacategory 1
reply, and the specific typeof category 1reply: SUCCESS. The path fieldistakenfrom theregquest, and entries
in it are removed hop by hop as the reply retraces the request’s path. A new authentication field is added by
the invited user’s agent if required. The session ID is taken directly from the original request, along with
the request header. The original sense of FR and TOfields is preserved. In addition, a contacted host entry
is added giving details of the host the user was located on, or alternatively the relevant proxy contact point
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which should be reachable from the invitation initiator’s host. This contacted host field may be encrypted
using the invitation initiators public key if required, in which case four random bytes will be added to the
start of the CH field before encryption.

SIP/1.0 REP 1 SUCCESS

PA=128. 16. 64. 19 128.16.5.31 239. 128. 16. 254/ 16
AU=none

| D=128. 16. 64. 19/ 32492374

FR=M Handl ey@s. ucl . ac. uk

TO=J. Cowrof t @s. ucl . ac. uk

CH=IN | P4 128.16.8.75

Thissame format is used from replies from categories 1, 2 and 3. Category 4 replies require additioninfor-
mation to be added.

If the invited user’s agent requires confirmation of receipt of a SUCCESS reply, it may optionally add an
additional reliability mode RMfield to the body of the message specifying that an ACK isrequired. Thisis
only permitted with category 1 replies. An exampleis:

SIP/1.0 REP 1 SUCCESS

PA=128. 16. 64. 19 128.16.5.31 239. 128. 16. 254/ 16
AU=none

| D=128. 16. 64. 19/ 32492374

FR=M Handl ey@s. ucl . ac. uk

TO=J. Cowrof t @s. ucl . ac. uk

CH=IN | P4 128.16.8.75

RMEACK

In response to such arequest, theinvitationinitiators agent should retransmit its request with either an ACK
or aNACK flag stating whether the session still exists or no longer exists respectively (see section 3.2 for
details). An example of an ACK request is:

SIP/1.0 REQ ACK

PA=128. 16.64.19 128.16.5.31 239.128. 16. 254/ 16
AU=none

| D=128. 16. 64. 19/ 32492374

FR=M Handl ey@s. ucl . ac. uk

TO=J. Cowerof t @s. ucl . ac. uk

v=0

o=van 2353655765 2353687637 IN IP4 128.3.4.5
s=Moone Audi o

i =Di scussi on of ©Mdone Engi neering |ssues

Mark Handley/Eve Schooler [Page 9]



INTERNET-DRAFT Session Invitation Protocol 22 Feb 1996

e=van@e. | bl . gov (Van Jacobsen)
c=IN P4 224.2.0.1/127

t=0 0

mFaudi o 3456 RTP PCWMJ

5.3 Category 4“Further Action Required” Replies
Redirects
An example of aredirect reply is:

SIP/1.0 REP 4 REDI RECT
PA=128. 16. 64. 19 128.16.5. 31
AU=none

| D=128. 16. 64. 19/ 32492374
FR=M Handl ey@s. ucl . ac. uk
TO=J. Cowrof t @s. ucl . ac. uk
CH=IN I P4 128.16.5.31

RE=I N | P4 239.128. 16. 254/ 16

In this example, the client is suggested to contact the multicast group 239.128.16.254 with a ttl of 16. In
normal situations a server would not suggest a redirect to a local multicast group unless (as in the above
situation) it knows that the client is within the scope of the local group.

Alternative
An example of an ALTERNATIVE reply is:

SIP/1.0 REP 4 ALTERNATI VE
PA=128. 16. 64. 19 128.16.5. 31
AU=none

| D=128. 16. 64. 19/ 32492374
FR=M Handl ey@s. ucl . ac. uk
TO=J. Cowcrof t @s. ucl . ac. uk
CH=IN I P4 128.16.5.31

v=0

o=nm server 2523535 0 IN IP4 128.16.5.31
s=Answeri ng Machi ne

i =Leave an audi o nmessage
c=IN1P4 128.16.64.19
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t=0 0
mFaudi o 12345 RTP PCWUJ

Inthiscase, theanswering server providesasession descriptionthat describesan “ answering maching”. If the
invitationinitiator decidesto take advantage of thisservice, it should send an invitationreguest to the contact
host (128.16.5.31) with the session description provided. This request should contain a different sessionid
from the one in the original request. An example would be:

SIP/1.0 REQ

PA=128. 16. 64. 19

AU=none

| D=128. 16. 64. 19/ 32492375
FR=M Handl ey@s. ucl . ac. uk
TO=J. Cowrof t @s. ucl . ac. uk
v=0

o=nmserver 2523535 0 IN IP4 128.16.5.31
s=Answeri ng Machi ne

i =Leave an audi o nmessage
c=IN1P4 128.16.64.19

t=0 0

mrFaudi o 12345 RTP PCWMU

Invitationinitiators can chooseto treat an ALTERNATI VE reply as afailureif they wish to do so.

Negotiate

A NEGOTI ATE reply means that the user wishesto communicate, but cannot support the session described
adequately. The NEGOT| ATE reply containsalist of reasonswhy the session described cannot be supported.
These reasons can be one or more of:

o Insufficient Bandwidth - the bandwidth specified in the session description or defined by the media
exceeds that known to be available.

Incompatible Media - amedia format described in the request is not available.

Multicast not available - the site where the user is located does not support multicast.

Unicast not available - the site where the user islocated does not support unicast communication (usu-
aly dueto the presence of afirewall).

Other reasonsare likely to be added later. It ishoped that negotiationwill not frequently be needed, and when
anew user isbeing invited to join a pre-existing lightweight session, negotiation may not be possible. If is
up to the invitation initiator to decide whether or not to act on a NEGOT| ATE reply.
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A complex example of aNEGOTI ATE reply is:

SIP/1.0 REP 4 NEGOTI ATE
PA=128. 16. 64. 19 128.16.5. 31
AU=none

| D=128. 16. 64. 19/ 32492376
FR=M Handl ey@s. ucl . ac. uk
TO=J. Crowcrof t @s. ucl . ac. uk
CH=IN I P4 128.16.5.31
NO=BANDW DTH

b=CT: 256

AB=CT: 128

NO=MEDI A

mrFaudi o 3456 RTP GSM
AMERTP DVI

AMERTP PCM

AMERTP LPC

NO=MEDI A

nmrvi deo 3458 RTP NV
AMERTP H261

NO=MEDI A

mFwhi t eboard 3460 UDP VB
NO=MULTI CAST

Inthisexample, the original request specified 256K bpstotal bandwidth, and thereply statesthat only 128K bps
isavailable. The original request specified GSM audio, NV video, and WB whiteboard. None of these are
available, but the reply states that DVI, PCM or LPC audio could be supported in order of preference and
that H261 video could be supported, athough no whiteboard can be supported. The reply also states that
multicast is not available.

Invitation initiators can chooseto treat NEGOT| ATE repliesas afailureif they wish to do so.

5.4 Unknown Replies

It is expected that future versions of SIP will need to add new reply types. If these are in categories 1-4 the
default behaviour of old clients should be:

Category 1 : Treat as SUCCESS and send an ACK or NACK as appropriate.

Category 2 : Treat asFAI L.

Category 3 : Treat as TRYI NG

Category 4 : Treat as FAI L
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Repliesto a SIP/1.0 request should not bein any other category.

6 Protocol Syntax

SI P- Request Request Type
Pat hHeader
Aut hHeader
Request | d
Request Header

Sessi onDescri pt or

Request Type :: Versi onld space "REQ

[space ("ACK' | "NACK')] newine
Versionld ::= "SIP/1. 0"
Pat hHeader ::= "PA=" Address (space Address)* new ine;
Aut hHeader :: = "AU=" [ "none" | AuthField ] newine;
AuthField ::= ; To Be Defined...
Requestld ::= String
Request Header ::= "FR=" User Address new i ne "TO=" User Address new i ne
Sessi onDescriptor ::=  Announcenent

;defined in SDP specification
SIP-Reply ::= Repl yType

Pat hHeader

Aut hHeader

Request | d

Request Header

Repl yBody
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Repl yType ::

Category ::=

Repl yTypeName :: =

Repl yBody :: =

Contact Host ::=

Redi rect Body :: =

Al ternativeBody ::=

Negoti at eBody :: =

Reason :: =

NoBandwi dth :: =

SDP- BandW dt hFi el d ::

S| P-BandW dt hFiel d ::

NoMedi a :: =

SDP- Medi aFi el d ::

Mark Handley/Eve Schooler
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Versionld space "REP" space Category
space Repl yTypeNanme new i ne

NI LR I TR Y
“SUCCESS" | "UNSUCCESSFUL" | "BUSY" |
"DECLI NE" | "UNKNOWN' | "FAlLED' |
"FORBI DDEN' | "RING NG' | "TRYING' |
"REDI RECT" | "ALTERNATIVE' | "NEGOTI ATE"

Cont act Host new i ne
[ RedirectBody | AlternativeBody | Negoti at eBody]

Net Type space Addr Type space Uni Address new i ne

Net Type space Addr Type space Address new i ne

Sessi onDescri ption

(Reason) +

NoBandwi dth | NoMedia | NoMilticast | NoUnicast

" NO=BANDW DTH' new i ne
SDP- BandW dt hFi el d SI P- BandW dt hFi el d

"b=" bwtype ":" bandwi dth new i ne
; bwt ype and bandwi dth are define in the SDP spec

"AB=" bwtype ":" bandw dth new ine
; bwt ype and bandwi dth are define in the SDP spec

"NO=MEDI A" new i ne
SDP- Medi aField ( Avail Media )+

"me" media space port space proto space fnt newine
;media, port, proto, and fmt are defined in the
; SDP spec
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Avai |l Media :: =

NoMul ti cast

NoMul ti cast

Address :: =

Uni Address :: =

| P4- address ::
bl ::=

b4 ::=

| P6- addr ess ::

TTL ::=

deci mal _uchar ::=

POS-DIGAT ::=

ALPHA :: =

Mark Handley/Eve Schooler
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"AME" proto space fmt newine

"NO=MULTI CAST" new i ne

"NO=UNI CAST" new i ne

Uni Address | Multi Address "/" TTL

| P4- address | | P6-address

bl ‘.’ decinmal _uchar
deci mal _uchar

;less than 224" ; not ‘0" or ‘'127""°
deci mal _uchar

;not *10

decimal _uchar ‘‘.’" b4

:to be defined

deci mal _uchar

DGT
| (POS-DIGT DIGT)
("1" 2*DIA T)

I
| ("2" ("0"|"1"["2"|"3"|"4") DIGAT)
| ("2" "s (M0"[ "1 2| "3 4" "5"))
"0" | PCS-DIAT
"1t 2" | "3" | "4" | "5" | "e" | "7 | "8" | "9"
al bl cldlel] f gl h]i]j]| k]
L'l m| nf o [ plaglr]|s|t]ulv]
w|l x|yl z]| Al B] C | DJ|] E| F| G|
HI 1| J] K| L] M| N| O P|] Q| RJ
S| T| U] V] W|] X| Y| Z
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uni code-safe ::= ALPHA | DIAT |
S I S 0 o R I PR B A B
A I B B BT B B IR
B A A @ e I N E R EA I
(] It oty ]t | space | tab

; al though uni code all ows newl ine and carri age
;return, we don’t here.

space ::= ;ascii code 32

newine ::= ;ascii code 10
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